iPad and iPhone Group Report March 2025

One of our group raised queries about running out of memory space on a device and also
about keeping it up to date. We reviewed the options and discussed some recommendations
for keeping control.

There are a number of frequently used apps where, if users are not careful with their
information, they can leak personal details or financial information. We looked at the
recommendations of a recent Which? report that put particular emphasis on setting up and
using two factor authentication (2FA).

This lead naturally onto the main topic of the day — the recently introduced Passwords app.
This builds on the existing facility called Keychain and is Apple’s way of helping their users in
recording and keeping control of their security information — passwords, security codes, etc.
It safely synchronises the information across all Apple devices and can even be accessed
from the iCloud app on Windows PC’s.

Our next meetings are on 22" April and 27" May at Enterprise House.



